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Foreword

ISO (the International Organization for Standardization) is a worldwide federation of national standards bodies
(ISO member bodies). The work of preparing International Standards is normally carried out through ISO
technical committees. Each member body interested in a subject for which a technical committee has been
established has the right to be represented on that committee. International organizations, governmental and
non-governmental, in liaison with ISO, also take part in the work. ISO collaborates closely with the International
Electrotechnical Commission (IEC) on all matters of electrotechnical standardization.

International Standards are drafted in accordance with the rules given in the ISO/IEC Directives, Part 2.

The main t
adopted by
Internationd

Attention is
rights. ISO

ISO 27145-
and electro

sk of technical committees is to prepare International Standards. Draft International Stand
the technical committees are circulated to the member bodies for voting. Publication "as
| Standard requires approval by at least 75 % of the member bodies casting a vote.

drawn to the possibility that some of the elements of this document may be the\subject of pa
shall not be held responsible for identifying any or all such patent rights.

3 was prepared by Technical Committee ISO/TC 22, Road vehicles, Subcommittee SC 3, Elect
hic equipment.

tion of ISO 27145-3 cancels and replaces ISO/PAS 27145-3:2006, which has been technically revi

bnized On-Board Diagnostics (WWH-OBD) communication requirements:
General information and use case definition

Common data dictionary

Common message dictionary

Connection between vehicle and test equipment
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External test equipment
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0

0.1

ISO 27145

Introduction

Overview

-3:2012(E)

The ISO 27145 series includes the communication between the vehicle’s on-board diagnostics (OBD) systems
and external test equipment within the scope of the World-Wide Harmonized On-Board Diagnostics Global
Technical Regulations (WWH-OBD GTR).

It has been established in order to apply the unified diagnostic services (specified in ISO 14229-1) to
WWH-OBD systems.

The| ISO 27145 series includes the communication between the vehicle’s WWH-OBD systems Jnd external

(off{board) “generic” test equipment within the scope of the country-specific regulatory requiremer

To achieve this, it is based on the Open Systems Interconnection (OSI) Basic Reference Mod

in |
may

ina

ped on this model, the services specified by ISO 27145 are divided into
diagnostic services (layer 7), specified in ISO 27145-3 with reference to(ISO 14229-1,

presentation layer (layer 6), specified in ISO 27145-2 with reference to SAE J1930-DA, SAE J1939
Spreadsheet (SPNs), SAE J1939-73:2010, Appendix A (FMIs), SAE*J1979-DA and SAE J2012-

session layer services (layer 5), specified in ISO 14229-2,

transport layer services (layer 4), specified in ISO 2714524 with reference to ISO 13400-2, |9
and ISO 15765-4,

network layer services (layer 3), specified in 1IS© 27145-4 with reference to 1ISO 15765-4, |4
and ISO 13400-2,

data link layer (layer 2), specified in ISO 27445-4 with reference to ISO 11898-1, ISO 11898-2, IS
ISO 13400-3 and IEEE 802.3, and

physical layer (layer 1), specified.indSO 27145-4 with reference to ISO 11898-1, ISO 11898-2, I
ISO 13400-3 and IEEE 802.3;

ccordance with Table 1.

Table 1-==WWH-OBD specification reference applicable to the OSI layers

ts.

el specified

BO/IEC 7498-1 and ISO/IEC 10731, which structures communication systems |into seven layers. When

Companion
DA,

bO 15765-2

bO 15765-2

0 15765-4,

0 15765-4,

Applicability OSl seven layer WWH-0OBD document reference
Application (layer 7) ISO 14229-1, ISO 27145-3
ISO 27145-2,
Presentation (layer 6) SAE J1930-DA, SAE J1939 Companion Spreadsheet (SHNs),
SAE J1939-73:2010, Appendix A (FMIs), SAE J1979-DA, SAE §2012-DA
Seven layers
acearding ta Session (layer 5) I1SO 14229-2
'S?S"('DE/?E@??)%?”" Transport (layer 4) ISO 15765-2 DoCAN, ISO 13400-2 DolP
Network (layer 3) 1ISO 15765-4 DoCAN TCP and IP
Data link (layer 2) ISO 11898-1 CAN DLL, ISO 27145-4 SO 134003 DolP
- ISO 11898-2 CAN HS, ’
Physical (layer 1) ISO 15765-4 DoCAN IEEE 802.3

0.2

SAE document reference concept

ISO 27145 makes reference to several SAE documents which contain the terms, data and diagnostic trouble
code (DTC) definitions.

© 1SO 2012 — All rights reserved
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ISO 27145-2 defines a common data dictionary for the ISO 27145 series, according to the definitions in the
following documents (see Figure 1).

— SAE J1930-DA: this digital annex contains all standardized naming objects, terms and abbreviated terms.

— SAE J1939 Companion Spreadsheet and SAE J1939-73: SAE J1939 Companion Spreadsheet indexes
names for suspect parameter numbers (SPNs) that provide an alternative presentation format for
SAE J2012-DA DTCs. SPNs are combined with failure mode indicators (FMIs) to form the full alternative
presentation. FMIs are described in SAE J1939-73:2010, Appendix A.

NOTE The SAE J1939 Companion Spreadsheet is a document which supplements the SAE J1939 family of

da Al + SDANL o (3 1N (DONG)
standargs-ang-eentains-SPNs-and-parametergreup-rumbers{PGNs):

— SAE J1979-DA: this digital annex contains all standardized data items such as data identifiers (DIDs),|test
identifigrs (TIDs), monitor identifiers (MIDs) and infotype identifiers (ITIDs).

— SAE J2012-DA: this digital annex contains all standardized data items such as DTC definitions and FTB
(failure|type byte) definitions.

1ISO 27145-2
WWH-OBD
common data dictionary

1

/ t y /

g 1

SAE J1930-DA ! !

digital-aghex of || SAEJ1939 SAE J1939-73:2010] |

de%}EI J2012'DfA SAE J1979-DA electrical felectronic || [Companion [Appendix A] | |

g g1 asf_lnr:ex gl digital annex of E/E systems diagnostic 1| Spreadsheet] '
|agdno '?_ rtou e diagnostic test modes terms, definitions, ! |
code gefinitions abbreviations and | |
acronyms i i

/\ I I
I |

Key
1 SAE digital annexes: data definitions
2 SAE J1939 series of documents:DTC definitions

Figure 1 — SAE digital annex document reference

0.3 SAE|digital-annex revision procedure

New regulditc . , : - It is
important to standardlze new technology reIated OBD monltor data and DTCs in order to support the external
(off-board) “generic” test equipment. All relevant information is proposed by the automotive industry, represented
by members of the appropriate SAE task force.

ISO 27145-2 references a “Change request form” for use with new data items to be defined by the SAE
task force for standardization. It is intended that the standardized data items be defined in SAE J1930-DA,
SAE J1979-DA, SAE J2012-DA and SAE J1939. It is intended that the documents be published on the SAE
store website once the information has been balloted and approved.

vi © IS0 2012 — All rights reserved
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The revision request forms and instructions for updating the registers to ISO 27145 can be obtained on the
following data registration websites:

For SAE J1930-DA: http://www.sae.org/servlets/works/committeeHome.do?comtID=TEVDS7

The column entitled “Resources” shows a document with the title: J1930-DA_Revision_Request_Form.

doc. Double click on the name to download the document with the filename: “SAE_J1930-DA
Request_Form.doc”.

For SAE J1939: http://www.sae.org/

Search “J1939 Pn@” |nef”, select“J1939 anl 1ect Drnr‘necing Grol |p", andselect“]19390 IQnrJI| 1est

Itis
Itis
E-m
E-n
E-m
E-nm

Form and Guidelines”.

For SAE J1979-DA: http://www.sae.org/servlets/works/committeeHome.do?comtID=TEN:DS14

_Revision_

Processing

The column entitled “Resources” shows a document with the title: J1979-DA_Révjsion_Req
doc. Double click on the name to download the document with the filename: “SAE_J1979-DA
Request_Form.doc”.

For SAE J2012-DA: http://www.sae.org/servlets/works/committeeHome do?comtID=TEVDS9

The column entitled “Resources” shows a document with the titlexJ2012-DA_Revision_Req
doc. Double click on the name to download the document with<he filename: “SAE_J2012-DA
Request_Form.doc”.

intended that the revision request form be filled out with the'request.

intended that e-mails with completed revision requestdorms as attachments be sent to:
ail: saej1930@sae.org

ail: saej1979@sae.org

ail: saej2012@sae.org

ail: saej1939@sae.org

uest Form.
_Revision_

uest_Form.
_Revision_

© 1SO 2012 — All rights reserved
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Road vehicles — Implementation of World-Wide Harmonized
On-Board Diagnostics (WWH-OBD) communication
requirements —

Part 3:

1
Thid
in I9

The
tech
indg
spe

Thig
SAEH

This
and

Dus
wirg

Bas
ser

Thig

type
cha

Scope

part of ISO 27145 defines the implementation of a subset of unified diagnostic'services (UD
0O 14229-1. The diagnostic services are used to communicate the diagnostic/data defined in IS

subset of unified diagnostic services derives from the requirements stated in the WWH-OBD (
nical regulation No. 5; see Reference [17]). The common message Set defined in this part of |
pendent of the underlying transport, network, data link and physicallayer. This part of ISO 271
Cify any requirements for the in-vehicle network architecture.

part of ISO 27145 is compatible with ISO 14229-1 and:includes provisions to support the
F J1979-DA and SAE J2012-DA WWH-OBD.

part of ISO 27145 is intended for use with ISO 27145>4, which is the entry point for the protocol
is based on two different data links:

Diagnostic communication over Controller Area Network (DoCAN), ISO 15765-1, ISO 15765-2, I
Diagnostic communication over Internet Protocol (DolP), ISO 13400 (all parts).

to the usage of standard networK layer protocols, future extensions to optional physical
less) are possible.

ed on the results of the initialization, the external test equipment determines which protocol an
ices are supported by the vehicle’s emissions-related system, i.e.

legislated OBD: ISO 15031 (all parts);
legislated W\WH-OBD: ISO 27145 (all parts).

part of NSO 27145 includes capabilities required to satisfy OBD regulations for multiple regi
s, model years, and engine types. Those regulations are not yet final for some regions and are
hge in the future. This part of ISO 27145 does not attempt to interpret the regulations and does

5) specified
0 27145-2.

bTR (Global
BO 27145 is
15 does not

data set of

nitialization

bO 15765-4;

layers (e.g.

j diagnostic

bns, vehicle
expected to
not include

tions. It is

app!

icahility of the included diaanastic services and data narameters for various vehicle annlid
J ~J Ll Ll

intended that users of this part of ISO 27145 verify the applicability of each of its clauses for a specific vehicle,
engine, model year and region.

2

Normative references

The following referenced documents are indispensable for the application of this document. For dated
references, only the edition cited applies. For undated references, the latest edition of the referenced document
(including any amendments) applies.

ISO 14229-1, Road vehicles — Unified diagnostic services (UDS) — Part 1: Specification and requirements

ISO 14229-2, Road vehicles — Unified diagnostic services (UDS) — Part 2: Session layer interfaces

© 1SO 2012 — All rights reserved
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ISO 27145-1, Road vehicles — Implementation of World-Wide Harmonized On-Board Diagnostics (WWH-
OBD) communication requirements — Part 1: General information and use case definition

ISO 27145-2, Road vehicles — Implementation of World-Wide Harmonized On-Board Diagnostics (WWH-

OBD) communication requirements — Part 2: Common data dictionary (CDD)

ISO 27145-4, Road vehicles — Implementation of World-Wide Harmonized On-Board Diagnostics (WWH-
OBD) communication requirements — Part 4: Connection between vehicle and test equipment

3 Terms, definitions and abbreviated terms

3.1 Term

For the pur
and the foll

3141
global tecH
GTR
agreement
fitted and/o

s and definitions

bwing apply.

nical regulation

used on wheeled vehicles

3.2 Abbieviated terms

ASCII
CDTC
DID
DoCAN
DolP
DTC
DTCHB
DTCLB
DTCMB
DTCS
ECM
ECU

American standard code for information interchange
confirmed DTC

diagnostic data identifier

diagnostic communication over controlléparea network
diagnostic communication over internet protocol
diagnostic trouble code

DTC high byte

DTC low byte

DTC middle byte

DTC severity

engine.eontrol module

électronic control unit

poses of this document, the terms and definitions given in ISO 27145-1, ISO 27145-20ISO 14229-1

bstablishing global technical regulations for wheeled vehicles and equipment and parts that cap be

FMI
FTB
GTR
Ml
N/A
PDTC
PDU

failure mode indicator
failure type byte

global technical regulations
malfunction indicator

not applicable

pending DTC

protocol data unit
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RID routine identifier
SFID sub-function identifier
SID service identifier

SODTC status of DTC

SPN suspect parameter number

TNCSLC test not completed since last clear

TNCTOC test not completed this operation cycle

uD$ unified diagnostic services

VIN vehicle identification number

wu warm-up cycle

WWH-OBD world-wide harmonized on-board diagnostics

4 [Conventions

The|ISO 27145 series is based on the conventions discussed inhe OSI| Service Conventions (ISOfIEC 10731)
as they apply to diagnostic services.

Figy
The

b)

Document overview
re 2 shows the reference documents for the ISO 27145 series.
ISO 27145 series specifies or includes the-following references:

ISO 27145-1 specifies the generakstructure of the 1ISO 27145 series and the use cases a
WWH-OBD GTR.

ISO 27145-2 specifies the eammon data dictionary with references to:

1) SAE J1930-DA, which defines the terms, definitions, abbreviated terms, etc;
2) SAE J1939 Companion Spreadsheet, which specifies the SPNs;

3) SAE J1939-73:2010, Appendix A, which specifies the FMIs;

4) SAE 1979-DA, which specifies all data items;

5) « SAE J2012-DA, which specifies the DTC definitions and FTB definitions.

NOT

bplicable to

for use as DTCs.

<)

d)

e)

This part of ISO 27145 specifies the diagnostic services defined in ISO 14229-1 that are a
WWH-OBD GTR.

Ns and FMIs

pplicable to

ISO 14229-2 specifies the standardized service primitive interface to separate application and session

layers from protocol transport and network layers.

ISO 27145-4 specifies the initialization procedure and includes references to:
1) 1SO 15765-4 DoCAN;

2) 1S0 13400 (all parts) DolP.

© 1SO 2012 — All rights reserved
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Unified diagnostic services (UDS)

|
| I
| |
| ISO 27145-1 !
| WWH-OBD :
| general information and |
| use case definition ]
: \/_\ !
| |
| |
|
b \ ISO 14229-1 UDS oS 1.1 | sAEJ1930-0A |
specification and subset 3 - Terms, .. |
! OSl layer 7 X common message )
: Application requirements dictionary \/-—\ |
P e— P m—— L
| \— ~— ~— SAE J1979-DA |
| 1:1 | PIDs, MIDs, RIDs, :
I 7 \ ISO 27145-2 ITIDs )
! WWH-OBD |
: POSI |a%/et_r 6 common data |
resgntation .
[ ey 1:1 | SAEd2012-DA |
I \/\ WWH-OBD DTCs
NG B !
| L
| ISO 14229-2 UDS 1:1 1SO 14229-2 UDS SAE J1939 Companion |
) OSljiayer 5 session layer interfaces . session layer interfaces subset Spreadsheet |
| Sgssion SAE J1939-73:2011, |
Appendix A |
|
PN/ |
v < Lo T I
R N T ST T \ S 1
Diagnostic communication over CAN and |nternet Protocol
DoCAN DolP

\
)

0S|
Tra

z%\(

98\(
JIN

(22 ) [

layer 4

T

layer 3
twork

layer 2
a link

JL

ISO 15765-2 DoCAN
transport protocol
and
network
layer services

— "

1SO 14898-1 CAN
datalink layer
and.physical signalling

ISO 11898-2 CAN
high-speed
medium access unit

ISO 15765-4 DoCAN
requirements for
emissions-related
systems

ISO 27145-4
WWH-OBD
connection between
vehicle and test
equipment

ISO 13400-2 DolP
transport protocol
and
network
layer services

—

ISO 13400-3 DolP
wired vehicle
interface based
on IEEE 802.3

Figure 2 — Reference documents for implementation of WWH-OBDonCAN and WWH-OBDonlIP

according to the OSI model

6 Unified diagnostic services (UDS) applicable to WWH-OBD

6.1 General

This clause defines how the diagnostic services defined in ISO 14229-1 apply to ISO 27145. For each applicable

service, the applicable sub-function and data parameters are defined.

© 1SO 2012 — All rights reserved
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Subclauses 6.3 to 6.8 define additional requirements and/or restrictions for the ISO 14229-1 services that are
supported for WWH-OBD in this part of ISO 27145.

NOTE The sub-function parameter definitions take into account that the most significant bit is used for the
suppressPosRspMsglndicationBit parameter, as defined in ISO 14229-1.

6.2 UDS on WWH-OBD overview

This part of ISO 27145 applies the diagnostic services defined in ISO 14229-1 for WWH-OBD-compliant
implementations. Table 2 references the ISO 14229-1 services that apply to UDS implementations which meet
WWH-OBD requirements.

Table 2 contains all services that apply from ISO 14229-1. For each service, the required/|support for
subtfunctions and data parameters is defined. Implementation of additional services fromSO 14229-1, that
are jnot listed in Table 2, is entirely at the discretion of the implementer, except where local-fegulations define
add|tional requirements. Additional detail for each service is given by the subclause referénced in the rightmost
colymn of Table 2.

Table 2 — Overview of applicable ISO 14229-1 UDS and'data ranges

UDS name SID SFID .
(ISO 14229-1) value | value Sub-function name Comment Ref.
Data transmission functional uqit
RegdDataByldentifier 0x22 — N/A This service provides read capabilities fo 6.5
static and dynamic data.
Stored data transmission functional unit
RegdDTClInformation 0x19 0x04 | reportDTCSnapshotReCardBy- | This service provides read capabilities fo 6.6
DTCNumber DTC information.
0x06 | reportDTCExtendedData-
RecordByDTENumber The sub-functions are mandatory for WWH-
0x42 | reportWWHOBDDTCByMask- | OBD-compliant servers.
Record
CleprDiagnostic- 0x14 — N/A This service provides clear DTC informatjon 6.7
Infdrmation capability.
To clear emissions system group informafion,
the parameter groupOfDTC = OxFFFF33.
Remote activation of routine functional unit
RoytineControl 0x31 0x01 startRoutine This service provides control capability fqr 6.8
routines.
This sub-function is mandatory for WWH
OBD-compliant servers.

6.3| Electronic control unit (ECU) response message length too long

If the ECU Tesponse message exceeds the lengih supporied by the underlying network layer that has been
implemented, a negative response code 0x14 shall be sent by the ECU instead of a positive response message.

6.4 Message byte order

Alphanumeric data derived from SAE J1979-DA and SAE J2012-DA shall be transmitted with the most
significant byte first (MSB).

Unless otherwise specified, alphanumeric characters shall conform to the ISO Latin 1 ASCII character set as
specified in ISO 27145-2.

See ISO 27145-2 for the message byte order for DTCs according to SAE J1939 Companion Spreadsheet
(SPN) and SAE J1939-73:2010, Appendix A (FMI).

© 1S0O 2012 — All rights reserved 5


https://standardsiso.com/api/?name=7ed9255e19a2c520ee980a073b02a6df

ISO 27145-3:2012(E)

6.5 ReadDataByldentifier (0x22) service

6.5.1 General

This part of ISO 27145 complies with the requirements of ISO 14229-1. Subclause 6.5.2 defines additional
requirements or imposes restrictions applicable to the service referenced.

6.5.2 WWH-OBD-specific requirements

6.5.2.1 Requirement — Minimum number of DIDs per request to be supported

Table 3 spgcifies a minimum number of DIDs per request that shall be supported by the server(s) as part]of a
request megsage of the service ReadDataByldentifier, even if the server(s) might not have supportfor.the glata
referenced py the DID(s).

Table 3 — [Requirement definition: Minimum number of DIDs per request to be supported by a serjver

Requirement

Minimum number of DIDs per request to be supported by a server

name

Affects WWH-OBD server(s)

Brief The ReadDataByldentifier service allows the client to request data’record values from the server(s)
description identified by one or more DIDs. The client request message contains one or more Dataldentifier

values that identify data record(s) maintained by the server (see ISO 27145-2).

Upon receiving a ReadDataByldentifier request, the server'shall access the data elements of the
records specified by the DID parameter(s) and transmit-their value in one single ReadDataByldentiffer
positive response message containing the associated dataRecord parameter(s).

Requirement

The server shall support at least six DIDs simultaneously in a request and response message if

requested by the external test equipment.

6.6 Read

6.6.1 General

This part o

DTCinformation (0x19) service

requiremenfs or imposes restrictions ‘applicable to the service referenced.

6.6.2 WWH-OBD-specificrequirements

6.6.2.1 Requirement,"— DTC format identification

ISO 27145 complies with)the requirements of ISO 14229-1. Subclause 6.6.2 defines additipnal

Table 4 spdcifies\the two DTC formats which shall be supported by the GTR WWH-OBD-compliant server(s)
and externgl test equipment.

© 1SO 2012 — All rights reserved
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Table 4 — Requirement definition: DTC format identification

Requirement

DTC format identification

name
Affects Client(s), WWH-OBD server(s)

Brief The DTCFormatldentifier defined in ISO 14229-1 is a 1-byte parameter value which defines the format
description of a DTC reported by the server.

Requirement

DTCs reported by services and sub-functions in accordance with ISO 27145 shall always u
of the two formats specified in ISO 27145-2:

— SAE_J2012-DA_DTCFormat_04: This parameter value identifies the WWH-OBD DTC format

E_lon4a0o O

PR 4l (- [IE—y) QA A - m
ICPUINicu Uy UITc STIVTIT, do UTTITITU TIT U AL JU TZUA spouliniualuri.

— SAE_J1939-73_DTCFormat: This parameter value identifies the DTC format reported
server, as defined in the SAE J1939-73 specification.

The values of the DTCFormatldentifier are specified in ISO 14229-1.

se only one

by the

6.6.

Tab
bits
sha

.2 Requirement — Support of DTCStatusAvailabilityMask parameter

e 5 specifies the bits which are defined in the same way as for statusQfDTC and which represe
that are supported by GTR WWH-OBD-compliant server(s). Bits that are not supported by t
| be set to 0.

nt the status
e server(s)

Table 5 — Requirement definition: Support of DTCStatusAvailabilityMask paramefer

Re

fjuirement

na||ne

Support of DTCStatusAvailabilityMask parameter

Afi’pcts

WWH-OBD server(s)

Brief
degcription

The DTCStatusAvailabilityMask parameter indicates the statusOfDTC bits supported by GT

WWH-OBD-compliant server(s).

NOTE It is up to the manufacturer to support additional bits per DTC as deemed necessary to fU
their diagnostics.

R

lly support

Re

hjuirement

The GTR WWH-OBD-compliant server shall support at least the following statusOfDTC p4d
bits per DTC:

— bit 2, pendingDTC (PDTC);
—  bit 37eonfirmedDTC (CDTC);
— ¢bit4, testNotCompletedSinceLastClear (TNCSLC);

=" bit 6, testNotCompletedThisOperationCycle (TNCTOC).

The values of the DTCStatusAvailabilityMask parameter are specified in ISO 14229-1.

rameter

6.6.2.3 Requirement — Support of DTCSeverityAvailabilityMask parameter

Table 6 specifies the bits which are defined in the same way as for DTCSeverity and DTC Class and which
represent the status bits that are supported by GTR WWH-OBD-compliant server(s). Bits that are not supported
by the server(s) shall be set to 0.
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Table 6 — Requirement definition: Support of DTCSeverityAvailabilityMask parameter

Requirement | Support of DTCSeverityAvailabilityMask parameter

name
Affects WWH-OBD server(s)
Brief The DTCSeverityAvailabilityMask parameter indicates the DTC Class bits supported by GTR WWH-

description | OBD-compliant server(s).

Requirement

— bit 1, Class_1 (Class A);

bit-2-Class—2-{Class-B4H-
o= TS S—F ot 15

The GTR WWH-OBD-compliant server shall support at least the following DTC Class parameter bits:

— bit 3, Class_3 (Class B2);

— bit4, Class_4 (Class C).

The values of the DTC Class parameter are specified in ISO 14229-1.

6.6.2.4 Re¢quirement — Request mask handling of DTC Severity Mask Record

The require
defined in t

Table 7 spe

6.6.2.5 G

Figure 3 sh

AND, (
&
&&

ments specified in this section allow for the implementation of the, malfunction classification con
ne GTR WWH-OBD, Module B, section 4.5 (see Reference [17}).

cifies the WWH-OBD GTR DTC masking requirements. The following definitions apply:
R logical operation;

bitwise AND;

logical AND;

equal to (comparison operator);

assignment operator;

not equal to.

'R WWH-OBD DTC status diagram

bws an implementation example of the GTR WWH-OBD DTC state timings depending on operz

cycle and nponitoring results: Additionally, the diagram describes related states of the DTC status bits def|

by ISO 142
DTC states
specific img

The followir

P9-1/1ISO 27145=Finally, the diagram illustrates how the client displays GTR WWH-OBD-comp
based on-~the ISO 14229-1 status bit definitions. Reusing the DTC status bit definitions forc
lementation of the GTR WWH-OBD DTC status requirements but fully satisfies them.

g-conditions apply:

Cept

tion
ned
iant
bS a

A DTC will be reported as “Confirmed & Active” for this operation sequence where the malfunction occurs
again after the DTC has been reported as “Previously Active”.

Since the DTC status is changed from “Previously Active” to “Confirmed & Active” one operation sequence
earlier than required, presuming the DTC was in “Previously Active” state, the related Ml (short/continuous)
illuminates one operation sequence prior to when required.

The warm-up cycle counter indicating the number of cycles during which a DTC was in “Previously Active”
status (aging counter) counts upward from zero (0) only if the related Ml has been de-activated.

The implementation shown in Figure 3 is an example and for illustration purposes only. It shows the discriminatory
malfunction indicator (MI) for Class B2 malfunctions.
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When mapping the GTR DTC status to DTC status bits (statusOfDTC) defined according to ISO 14229-1, the
definitions in Table 8 apply.

Table 7 — Requirement definition: Request mask handling of DTC Severity Mask Record

Requirement
name

Request mask handling of DTC Severity Mask Record

Affects

Client(s), server(s)

Brief
description

The DTC Severity Mask Record consists of three different request mask elements, namely

Severity Mask byte and the DTC Status Mask, where the DTC Severity Mask byte is separated into

Inw yaliel H | W] le Lot o 7\ Pl nwyallall | W1 letlita O 4\ [ k. £ 4l

the DTC

1o U VvVUOT ILy VIO \UII.Q T ’ ATTU VT U UIdoo TVIAONIN \UILO A% -r’. LAUVIT UT TGO thIUU IIIGO:\ ol
needs to be processed separately for each individual DTC that an ECU supports. A DTC|is
included in the positive response to a sub-function 0x42 request if at least the processing
Status Mask and the DTC Class Mask yielded a non-zero result.

fements

only
f the DTC

Prg-
reduisites

Each individual WWH-OBD-relevant DTC is assigned to a unique fault class’/(A, B1, H
This means that, for each DTC of functional group 0x33, an ECU shalliset’one bit out
dedicated DTC class bits to one (1), indicating that the respective DTC.belongs to ond
fault class.

When requesting DTCs by sub-function 0x42, the DTC Sevgrity’Mask (bit 5-7) shall o
considered if at least one bit of this mask element is set to ane.

2, C).
of the four
unique

hly be

Refuirement

If the server does not implement DTC Severity, the GTR WWH-OBD-compliant server/EC
perform a bitwise logical ANDing of

the DTC Status Mask and the actual DTC Status/and

the requested DTC Class Mask and the actual DTC class

for each DTC upon request of the test equipment.

The positive response message shall include only those DTCs for which both ANDing ope
yielded a non-zero result.

((DTCStatusMask & statusOfDTFC) !=0) && ((DTCClassMask & actual DTC class) !=0

If the server implements DTC Severity, the GTR WWH-OBD-compliant server/ECU shall p
bitwise logical ANDing df

the DTC Status.Mask and the actual DTC Status,

the requested’DTC Severity Mask and the actual DTC Severity, and

the requested DTC Class Mask and the actual DTC class

for eaefh DTC upon request of the test equipment.

The-positive response message shall include only those DTCs for which all three ANDing
yielded a non-zero result.

((DTCStatusMask & statusOfDTC) !=0) && ((DTCClassMask & actual DTC class) !=0
((DTCSeverityMask & actual DTC Severity) !=0)) == TRUE

) shall

ations

) == TRUE

erform a

bperations

&&

Table 8 — Mapping of GTR WWH-OBD DTC status and ISO 14229-1 statusOfDTC

DTC status according
to GTR WWH-OBD

DTC status bits (statusOfDTC) according to ISO 14229-1

Potential Pending AND (NOT statusOfDTC.2 (PDTC) AND [NOT statusOfDTC.3 (CDTC)]
Confirmed)
Pending Pending statusOfDTC.2 (PDTC)

Confirmed AND Active

Confirmed AND Pending

statusOfDTC.3 (CDTC) AND statusOfDTC.2 (PDTC)

Previously Active

Confirmed AND (NOT
Pending)

statusOfDTC.3 (CDTC) AND [NOT statusOfDTC.2 (PDTC)]
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operating sequence number M | M+1 N | N+1: M I M'+1 N" I N'+1IN'+2 | N'+3| M" iM"+1 N" IN"+1IN"+2] N"+3{N"+4 N"+n
¢ ¢ ¢ Foé i g ¢ Foé ¢ £ FioFL ¢ A ¢ ¢ £
YES / h /)
failure J I I I I
NO A /)
40/200h v
WUCs / operating hours | —
w/o malfunction 0 | ! =
YES
Potential JI- " ")
NO m !
YES /I /)
Pending
NO I //
YES L A L

Confirmed [ Active
NO

YES

Previously Active
NO / 1! =

short s /I

MI (class BR malfunction) OFF

-><_GTR status
o] -
-

continuous p—1 oY / I
MI (class Afmalfunction ~ short
OFF I /
YES /e /)
statusOfDJC.2 (PDTC)
NO /fn
o
c
B~ YES / ! I/, Y/
é"m’ statusOfD[C.3 (CDTC)
o\ NO -
© <
= YES
Q@ statusOfD]C.4 (TNCSLC) .
[} ° NO / / Y
z
5 YES / I / l Y/ =
O i IR R LT [T UL ]
NO
YES Ik /
Pending
N A VI
T YES /e
Confirmed AND Active
<9 NO: / Yl
ER:
! = Previously Active VES L d
5= o ! ’ L
=8
3
% gi'; MI( class BR malfunction) short g 4 !
OFF: v/
continuous / "/ s
MI (class A alfunction) short
OFF. / Y/
Key
# pqint at which monitering of the concerned malfunction occurs
status defined\by the manufacturer as allowed by the GTR
1 oferating ‘Sequence
M firt operating sequence during which a malfunction is detected
N firgt @perating sequence during which no malfunction is detected

M’ N’ second operating sequence during which a malfunction is detected/no malfunction is detected
M”, N”  third operating sequence during which a malfunction is detected/no malfunction is detected

Figure 3 — GTR WWH-OBD DTC status diagram

Table 9 defines examples based on the minimum requirements for how the client retrieves one or multiple
GTR WWH-OBD DTC(s) of a specific status and class. This table covers all use cases required by the GTR
WWH-OBD, Module B. The request message has been defined under the assumption that the server does not
support DTC Severity (i.e. bits 7-5 = 0).
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The client shall identify the DTCs matching

DTCs from the result list.

See Figure 8 for a description of client
behaviour.

the previously active status — remove all other

DTCLB, SODTC] ..., [..]

. DTCStatus- | DTC Severity-
DTC status and class as defined Request (Req.) and Response Mask Mask byte
in the use cases of ISO 27145-1 (Resp.) message
bits 7.... 0 bits 7 ... 0
Confirmed and Active DTCs for Class A Req. 0x19, 0x42, 0x33, 0x08,
malfunctions 0x02
DTC format = SAE_J2012-DA _ Resp. | 0x59, 0x42, 0x33, 0x5C,
DTCFormat_04 Ox1E, 0x04,
0x02, DTCHB, DTCMB,
The client shall identify the DTCs matching [m-m R 2ADTCI [ 1 0000 1000 0000 00105
the|confirmed and active status — remove all o
other DTCs from the result list.
Se¢ Figure 4 for a description of client
beRhaviour.
Copnfirmed and Active DTCs for Class B (B1 Req. 0x19, 0x42, 0x33, 0x08,
and B2) malfunctions 0x0C
DTE format = SAE_J2012-DA_ Resp. | 0x59, 0x42, 0x33, 0x3C,
DTCFormat_04 Ox1E, 0x04,
0x0C, DTCHB, DTCMB;,
The client shall identify the DTCs matching BTCLB SODTC] .... . | 0000 1000, | 0000 11005
the|confirmed and active status — remove all ’ (
other DTCs from the result list.
Se¢ Figure 5 for a description of client
beljaviour.
Cofpfirmed and Active DTCs for Class C Req. 0x19,.0x42, 0x33, 0x08,
malfunctions 0x10
DT format = SAE_J2012-DA_ Resp. [:0x59, 0x42, 0x33, 0x5C,
DTCFormat_04 0x1E, 0x04,
0x10, DTCHB, DTCMB,
The client shall identify the DTCs matching [DTCLB SODTC] .... .. ] 0000 1000, | 0901 0000p
the|confirmed and active status — remove all ’
other DTCs from the result list.
Se¢ Figure 6 for a description of client
behaviour.
Pemnding DTCs and their associated)class Req. 0x19, 0x42, 0x33, 0x04,
DTE format = SAE_J2012-DA Ox1E
DTLCFormat_04 Resp. | 0x59, 0x42, 0x33, 0x5C,
. . . . 0x1E, 0x04,
The clleqt shall identifgthe DTCs matching [DTCS, DTCHB, DTCMB, 0000 01005 0p01 11105
the|pending status.~remove all other DTCs DTCLB, SODTC] ..., [..]
fromn the result list: ’ ’
Se¢ Figure 7or a description of client
beljaviour.
Prgviously Active DTCs and their associated Req. 0x19, 0x42, 0x33, 0x08,
clags OX1E
DTC format = SAE_J2012-DA_ Resp. | 0x59, 0x42, 0x33, 0x5C,
DTCFormat_04 Ox1E, 0x04,
[DTCS, DTCHB, DTCMB, | 500 1000, | 0001 1110p

Figures 4 to 8 illustrate the definition of the client’s request message and the server’s action in order to provide
the requested DTC information in a positive response message.

© 1SO 2012 — All rights reserved
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X

client
|

request Confirmed AND Active DTCs

(0x19, 0x42, 0x33, 0x08, 0X02)>

return list of DTCs matching DTC Severity Mask
Record (0x59, 0x42, 0x33, 0x5C, 0x1E, 0x04
[0x02, DTCHB, DTCMB, DTCLB, SODTC], ..., [...])

Compile list of DTCs
L matching DTC
Severity Mask Record ()

[

e

Pseudo Code:

4

x

client
|

| req

J [SODTC == XXXX 11XX b]:

Identify DTCs matching the
confirmed and active status-
remove all others from result list ()

Figure 4 — Retrieval of Confirmed AND Active DTCs of Class A malflinctions

uest Confirmed AND Active DTCs

(0x19, 0x42, 0x33, 0x08, 0x0C)

(((DTCStatusMask & statusOfDTC ) 1=0) &&
((DTCClassMask & actual DTC class ) !=0)) = TRUE

server

return list of DTCs matching DTC Severity Mask
Record (0x59, 0x42, 0x33, 0x5C, 0x1E, 0x04
[0x0C, DTCHB, DTCMB, DTCLB, SODTC], ..., [...])

Compile list of DTCs
C matching DTC
Severity Mask Record()

] [SODTC == XXXX 11XX b]:

A

g

I
()

client

g

=

Identify DTCs matching the
confirmed and active status -
remove all others from result list ()

dgure 5 — Retrieval of Confirmed AND Active DTCs of Class B1 and B2 malfunctions

quest Cofifirmed AND Active DTCs

se

(0x19, 0x42, 0x33, 0x08, 0x10)

Pseudo Code:

((DTCsStatusMask & statusOfDTC ) !=0) &&
((DTCClassMask & actual DTC class ) !1=0)) = TRUE

—————

x

i
|
|

er

Compilelistof DTICs
g

return list of DTCs matching DTC Severity Mask
Record (0x59, 0x42, 0x33, 0x5C, Ox1E, 0x04
[0x10, DTCHB, DTCMB, DTCLB, SODTC], ..., [...])

[ matching DTC

Severity Mask Record ()

12

[SODTC == XXXX 11XX b]:
Identify DTCs matching the
confirmed and active status-
remove all others from result list()

Pseudo Code:

(((DTCStatusMask & statusOfDTC ) 1=0) &&
((DTCClassMask & actual DTC class ) !=0)) = TRUE

Figure 6 — Retrieval of Confirmed AND Active DTCs of Class C malfunctions
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client server
| |
[} [}
[} [}
[} [}
i |
! request Pending DTCs (0x19, 0x42, 0x33, 0x04, 0x01E) ’_IL
Compile list of DTCs
return list of DTCs matching DTC Severity Mask C matching DTC
Record (0x59, 0x42, 0x33, 0x5C, 0x1E, 0x04 Severity Mask Record ()
[TOCOS, UTUND, UTUNID, UTULD, SUUTU], ... ...])
[ |
| Pseudo Code:
[}
| [SODTC == XXXX 01XX b ]: i |((DTCStatusMask & statusOfDTC (1=0) &3
Identify DTCs matching the | | ((DTCClassMask & actual DTC'¢ldss ) !=0))= TRUE
; pending status - remove all '
| others from result list () '
[}
! |
Figure 7 — Retrieval of Pending DTCs and their associated class
client server
| |
| |
I I
| |
I I
| request Previously Active DTCs  (0x19, 0x42, 0x33, 0x08,,0x01E) |
1 >
Compile list of DTCs
return list of DTCs matching DTC Severity Mask L matching DTC
Record (0x59, 0x42, 0x33, 0x5C /0x1E, 0x04 Severity Mask Record ()
[DTCS, DTCHB, DTCMB, DTCLB+80DTC], ..., [...])
Ej‘ Pseudo Code:
(((DTCStatusMask & statusOfDTC ) I=0) &8
[SODTC == XXXX 10XXb']: ((DTCClassMask & actual DTC class ) I=0))= TRUE
Identify DTCs matehingthe

previously actiye status-
remove all others from result list()

———————

Figure 8 — Retrieval of Previously Active DTCs and their associated class

6.6.R.6" “\Requirement — FunctionalGroupldentifier

Table 10 specifies the purpose and requirements of the FunctionalGroupldentifier.

©1S0 2012 -

All rights reserved
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Table 10 — Requirement definition: FunctionalGroupldentifier

Requirement
name

FunctionalGroupldentifier

Affects Client(s), server(s)
Brief The FunctionalGroupldentifier has been introduced to distinguish commands sent by the test
description equipment between different functional system groups within an electrical architecture which consists

of many different servers. If a server has implemented software of the emissions system as well as
other systems which may be inspected during an I/M test, it is important that only the DTC information
of the requested functional system group is reported. An emissions I/M test should not be failed
because another functional system group, e.g. safety system group, has DTC information stored.

The values of the FunctionalGroupldentifier are specified in ISO 14229-1.

Requirement

The FunctionalGroupldentifier value for the WWH-OBD emissions system group is defined in
ISO 14229-1.

6.6.3 WWH-OBD-specific ReadDTCInformation service examples

WWH-0OBO-specific ReadDTCInformation service examples are described in A.3.
6.7 ClearDiagnosticinformation (0x14) service

6.7.1 General

This part of ISO 27145 complies with the requirements of ISO 14229-1. Subclause 6.7.2 defines additipnal

requiremenfs or imposes restrictions applicable to the service referenced.
6.7.2 WWH-OBD-specific requirements

6.7.2.1 Requirement — Clear all WWH-OBD DTC information

Table 11 dgfines which DTC-related information.Shall be cleared in the server's memory when receiving the

appropriate|request message.

Table 11 — Requirement-definition: Clear all WWH-OBD DTC information

Requirement
name

Clear all WWH-OBDB-DTC information

Affects All WWH-OBDL.system servers/ECUs
Brief The purpose‘ef the ClearDiagnosticInformation service is to enable test equipment to erase/
descriptiop | reset DTC-related information stored/captured by the server after a malfunction of the GTR

WWH-OQBD-compliant system was detected. This service is used by technicians after performing a
system repair.

NOTE Depending on the electronic system design, it is not guaranteed that the resetting operations which
are linked to the ClearDiagnosticinformation service request will be completed before the vehicle powers down|

completely, tThus a battery supply voltage disconnect Immediately after sending the request might result in the
information still being available when the vehicle is powered up again.

Requirement

The server shall clear the following information after successful reception of the ClearDTClInformation
request message with the groupOfDTC parameter set to “ClearAlWWHOBDDTC” and the
FunctionalGroupldentifier set to “emissions system group”:

— malfunction indicator status (value to be reset);

— readiness of the OBD system (value to be reset);

— number of engine operating hours since activation of the malfunction indicator (continuous Ml
counter) (data to be erased);

— all DTCs (data to be erased);

— B1 counter(s) (reset to the value specified in the regulation);

— number of engine operating hours from the B1 counter(s) (value to be reset);

— freeze frame data (snapshot record data) requested by this module/ECU (data to be erased).

14
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NOTE 1 Other manufacturer-specific “clearing/resetting” actions can also occur in response to this request message.
NOTE 2  The list given in Table 11 is current at the time of publication of this part of ISO 27145. It is the vehicle

manufacturer’s responsibility to take into account changes to regulations and additional local requirements in order to
address any conflicts between the list above and applicable regulations.

6.7.3 WWH-OBD-specific ClearDiagnosticinformation service examples

WWH-OBD-specific ClearDiagnosticlnformation service examples are described in A.4.

6.8 —Rcuth'reem'rtrol-(-ﬂﬁ‘l-)-sm vice

6.8.1 WWH-OBD-specific requirements

6.8.1.1 General

Thig part of ISO 27145 complies with the requirements as defined in ISO 14229-1. This subclajise defines
addjtional requirements or restrictions applicable to the service referenced.

6.8.1.2 Requirement — Activate on-board control routines and report test results

Table 12 defines how to activate on-board control routines and report test results.

Table 12 — Requirement defintion: Activate on-board-control routine and report test results

Refuirement | Activate on-board control routine and report test results

nagne
Afi’pcts WWH-0OBD-compliant ECUs which support control rountines specified in SAE J1979-DA

Bri&f The purpose of the RoutineControlservice is to enable external test equipment to start a cpntrol
description | routine within the server in orderio activate an EVAP test, for example. This service is usefl by

technicians, for example to,perform a validation of the EVAP system regarding whether a previously
performed repair has been completed with success.

Refluirement | The server shall start the execution of the requested control routine if the vehicle meets alljconditions
required to performithe control routine (e.g. engine running/engine not running).

The RoutineCgntrol service can only be commanded by the external test equipment if supgorted by
the server (RIDS supported).

The sub<fanction startRoutine shall be supported by RoutineControl service.

The/Rodtinelnfo byte is mandatory for any routine where the routineStatusRecord is defined by the
SAE-J1979-DA (i.e. defined in routineStatusRecord of RID OXEOQ00 — OXE1FF) even if the defined size
ofthe routineStatusRecord equals zero (0) data bytes. The definition of the Routinelnfo byte shall be
left to the vehicle manufacturer and shall not be interpreted by the WWH-OBD-compliant external test
equipment.

For a detailed definition of the RoutineControl service, see ISO 14229-1.

6.8.2 RoutineControl (0x31) service examples

WWH-OBD-specific RoutineControl service examples are described in A.2.

7 Application layer requirements

7.1 Application layer services

This part of ISO 27145 uses the application layer services defined in ISO 14229-1 for client-server based
systems, to perform functions such as test, inspection, monitoring or diagnosis of on-board vehicle servers.
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7.2 Appl

This part of

ication layer protocol

ISO 27145 uses the application layer protocol defined in ISO 14229-1.

7.3 Addressing and timing requirements

7.3.1 Gen

eral

To ensure a clear understanding of the data-link-dependent application layer timings, this document differentiates
between two major timing concepts.

For WWH-
measured 3
given in Tal

For WWH-
measured \
in Table 14

Consequen

Although th
values are
be faster or

ISO 13400
calculationg

NOTE /
and status in
that introduc
separately b

7.3.2 GTR

Table 13 s
server/ECU
WWH-OBDO

DBD-compliant systems using the data link defined in ISO 15765 (DoCAN), the response tify

le 15).

DBD-compliant systems using the data link defined in ISO 13400 (DolP), therésponse tim
vhen the response has been completely received (see the definition of timing, parameter P6 g

tly, the values to be defined for P6 depend on the response length of the,message to be recei

e P2 values compared to the P6 values seem to imply a faster application layer timing because
smaller, the total time needed to transfer a complete response-{ethe test equipment will gene
DolP, although the maximum P6 value is initially set to a longer value than the P2 value.

DolP P6gjient timeout differs (longer timeout) from that.given in ISO 15765-4 DoCAN. (See€]
defined in Table 14 and Table 15.)

Il message timing definitions assume that there is ng\additional processing time needed for passing
formation between the individual OSI layers. Thus(f,the test equipment is running on an operating sy
bs processing delays between the individual OSklayer software stacks, this needs to be taken into acg
the external test equipment application; it issnod specified in this part of ISO 27145.

WWH-OBD use cases and addressing methods

becifies the GTR WWH-OBDVuse cases and addressing methods of a WWH-OBD-comp
in order to achieve consistent'timing behaviour between WWH-OBD-compliant servers/ECUs
-compliant external test equipment.

t the beginning of the reception of a response message (see the definition of timing parametef

eis
P2

e is
ven
ed.

the
rally

the

data
Etem
ount

iant
and
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Table 13 — GTR WWH-OBD use cases and addressing methods

Requirement
name

GTR WWH-OBD use cases and addressing methods

Affects Client/external test equipment based on ISO 27145-6
Brief The purpose of this requirement is to define message length constraints for individual WWH-OBD
description use cases in order to achieve consistent response timing behaviour between WWH-OBD-compliant
servers/ECUs and WWH-OBD-compliant external test equipment. The transmission time of a
response message from a server/ECU depends on the payload of the message [length of protocol
data unit (PDU)]. The more data bytes included in a response message, the more transmission time
Is needed.
Applicability | Applicable use cases Functional Physical
addressing’ | dddressing
a) Protocol-supported identification request SupBOrtad b
[SID: 0x22, DID: 0xF810: Read out “protocol identification” sepr?/er/ECUy optional
(0x01 =1S0O 27145-4)]
b)  VIN (vehicle identification number) [SID: 0x22, DID: 0xF802] supported by .
optional
server/ECU
c) IS0 27145-1 use case #1 Vehicle roadworthiness. The \WWH-
OBD vehicle OBD system information includes consolidated and
packeted data items about the vehicle’s roadworthiness status to
support a functionally addressed request and a single response
message including all required data items fronienée server/ECU
at the roadside [SID: 0x22; DID: 0xF490] which contains
L L . supported by .
— discriminatory/non-discriminatory display strategy, server/ECU optional
— presence of a continuous M,
— readiness status of the OBD system, and
— number of engine operating hours for which the continuous
MI was last activated (continuous MI counter).
d) Clear all WWH-OBD/DTCs in all WWH-OBD servers/ECUs of a | supported by optional
specific vehicle [0x14 0xFF OxFF 0x33] server/ECU P
e) WWH-OBDEC€U OBD system information includes
packeted data items about the WWH-OBD-compliant ECU’s
roadworthiness status in order to support a physically addressed
request and a single response message including all required
data items from that server/ECU [SID: 0x22; DID: 0xF491] which
contains
N L . . stipported by
— discriminatory/non-discriminatory display strategy, optional derver/ECU
— presence of a continuous Ml,
— number of engine operating hours for which the continuous
ML 1 + tH ol L tH ML + AV &l
Miwastastactivated{eentintousii-eounter—and
— highest ECU B1 counter.
f)  All WWH-OBD data retrieval except the use case in which . supported by
. . : optional
functional addressing applies. server/ECU

IMPORTANT — a) through c) shall only be requested as a single DID per request message, in
order to comply with the server/ECU response performance requirement (see Table 14 and
Table 15).

NOTE All data items are specified in SAE J1979-DA.

Requirement

— Functional addressing shall be used by the external test equipment only if use cases a)
through d) apply.

— Physical addressing shall be used by the external test equipment if use case €) or f) applies.

© 1SO 2012 — All rights reserved
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7.3.3 1SO 13400 DolP message timing definition for WWH-OBD use cases

The message timing definition specified in this subclause shall ensure that a WWH-OBD GTR-compliant
vehicle can respond within its response performance required.

The WWH-OBD message timing definition for the default diagnostic session shall be in accordance with Table 14.

Table 14 — Message timing definition for ISO 13400 DolP in defaultSession

Timing gt Minimum | Maximum
parameter,

1—a— o

[ms] [ms

The AP6 parameter is defined to be the worst-case vehicle-network-design-
dependent message transmission delay, such as delays introduced by

APG @ gateways and bus-load arbitration delay. The value of AP6 is divided between >0 ?g
the time to transmit the request to the addressed server/ECU (APGrequest) and 4 950
the time to transmit the response to the client/tester (AP6response_part1)- It also
depends on the request/response message length (APGresponse_part2)-

The P2server parameter is a performance requirement for the server/ECU to
P2server start with the res ft tion of t 0 50
ponse message after reception of a request message.
The P6client parameter timeout is in order for the client to wait after the
successful transmission of a request for the start of incoming response 100
P6ciient ® | | messages. to —9
5000°¢

|:)GCIient_min = PZServer_max + APBmax

The P2*server parameter is a performance requirement for‘the'server to start
P2*server with the response message after the transmission of a n€gative response o€ 500p
message with the negative response code 0x78 (enhanced response timing).

The P6*client parameter is the enhanced timeout in-order for the client to wait

after reception of a negative response message 'with the negative response 5050
P6*Client code (NRC) 0x78 for the start of incoming response messages (P2*server to _.g
max + AP2max). 9950 f

I:)6*Client_min = F)2*Server_max + APBmax

The P3ciient_Phys Parameter is the minimum time for the client to wait after

successful transmission of a physically addressed request message with no
P3ciient_ response required before théiext physically addressed request message can 100 h
Phys be transmitted.

P3CIient_Phys = |32Server_max + AP6max

The P3ciient_Fungparameter is the minimum time for the client to wait after
successful tragSmission of a functionally addressed request message before
the next functienally addressed request message can be transmitted, in the
case that ng-response is required or that the requested data is only supported

by a subset of the functionally addressed servers.
P3client_ 100 H

Func P3cient_Func = P2server max + AP6max

Note that even if no response is required, the server can send an NRC 0x78
response In the case that the execution of the requested service takes more
time and is not possible within P2gerver (50 ms), followed by the final response.
If this scenario applies, the client shall enable P6*¢jient timeout handling.
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Table 14 (continued)

2 The parameter AP6 takes into account any (worst-case) vehicle-network-design-dependent message transmission delays and
depends on the request/response length: AP6 = AP6Rrequest + APBResponse

These delays, introduced for example by gateways, baudrates, transmission times and safety margins, can be mapped on a length-
dependent dynamic value:

APB6 = AP6Request + AP6Response
AP2 = AP6Request + APBResponse_part1 + AP6Response_part2 = 50 ms +[0,85 ms/byte x (response length — 6 bytes)]
where

APGBRequest = 30 ms fix value for short requests;

AP6Response_part1 = 20 ms fix value for short responses;

AP6Response_part2 = [0,85 ms/byte x(response length - 6 bytes)];

APGResponse = 20 ms + [0,85 ms/byte x(response length — 6 bytes)];

with response length > 6 bytes.

Thq factor 0,85 ms/byte is based on typical values for system design parameters like separation time and baudrate.
Thdg data length factor (response length — 6 bytes) represents the gain of transmission time due to rising response length (PDU data).
— |Minimum value AP6min = 50 ms (short request with short response and response length.<*6'bytes).
— |Maximum value APBmax ~ 4 950°ms (4 095 bytes PDU).

Baded on this calculation the following performance requirement depending on thedequest/response message length shall be fulfilled
by the vehicle:

AP6 < 50 ms for all requests with response data length (PDU) < 6 bytes;
AP6 <50 ms + [0,85 ms/byte x (response length — 6 bytes)] for all requests with response data length (PDU) > 6 byfes.

b In ISO 13400 DolP, the timer for P6¢jient is started by receivingthé’/Confirmation Acknowledge of the DolP gateway. P6¢jient and
P6™lient are stopped when the complete message is received.

¢ The P6cjient timeout value depends on the addressing method and the kind of data requested:

— |generic timeout for physical request: P6¢jient = 5 000 ms;

— |timeout for functional request for identification with‘unknown number of responses: P6¢jient = 100 ms;

— |timeout for selected functional requests with knéwn number of short requests and responses: P6¢jient = 100 ms.

Nedative responses, including the first response with response code 0x78, follow the performance requirement for the ECU and are
expected to arrive at the external test equipment within P6¢jient = 100 ms.

d | The maximum value used for P6gjjent to wait for complete reception of the corresponding response message|is left to the
disgretion of the client as long as i(is greater than the specified minimum value of P6¢jient. However, the vehicle has to r¢spond within
the Iminimum value of P6¢cjient.

€ | During enhanced respgnsg timing, the minimum time between transmission of consecutive negative response mefgsages (each
with negative response ¢ode 0x78) shall be 0,3 x P2*server_ max in order to avoid flooding the data link with unnecesgary negative
response code 0x78 niessages.

f The minimum.yvalue of P6*cjient shall be chosen according to the definition for P6¢jient:
— |functional requests: 5 050 ms;

— |physicakrequests: 9 950 ms.

e is left to the
bspond within

the minimum value of P6*gjient.

h The maximum time a client waits until it transmits the next request message is at the discretion of the client.

IMPORTANT — For WWH-OBD, the timing definitions in this part of ISO 27145 take precedence over
other related documents.

Figure 9 illustrates a functional request message from the client to the DolP gateway and which the DolP
gateway forwards on to the WWH-OBD-compliant CAN network. The WWH-OBD-compliant servers send
response messages which the DolP gateway transmits to the client. The same sequence also applies to the
physical request from the client to the vehicle.

NOTE The CAN network as part of the entire vehicle network in Figure 9 is an example only.
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WWH-OBD Start Start WWH-OBD WWH-OBD WWH-OBD WWH-OBD
DolP Client } 1 DolP Gateway Server #1 Server #2 Server #3
T_Data Restart Stop T_Data T_Data T_Data T_Data
Poiient P2serverst P2server#2 P2serverts
: Functional : : :
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. : H
P6 ‘ : H
Client_max Physical Next H ' '
Request request : : H
@_ [req —--—-- . ' ' '
@— - |_.con PBen.max ind req : ' '
. . . . N . N
P6ciient 33 ' ' '
i fwith %g E E E
onfirmation o 8 H ' H
Acknowledge _ Poserer ind ‘ :
@_ P— e ¢ e e el N o o amm o o emm e o e — con } & l—) .. — .. — .in H '
: :
time W ¥ time  / v 4 4 V| time

1 Client T_Data.req: diagnostic application issues a functionally addressed request message to the DolP network layer.

Client T_Data.con: network layer issues to diagnostic application the confirmation of the completion of the

functionally addressed request message. Client starts the Pcjient timer with Pgjient = P6client_max-
Gateway DolP: application issues an Acknowledge/No Acknowledge frame to the DolP client.
Gateway DoCAN T_Data.req: gateway application forwards the functionally addressed request by issuing a T_Data.

2

message.
3

req to the DoCAN network layer.
20

Gateway DolP T_Data.ind: network layer issues to gateway application the indication of the reception of a request
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Gateway DoCAN T_Data.con: network layer issues to gateway application the confirmation of the compl
request message.
Servers #1, #2, and #3 DoCAN T_Data.ind: network layer issues to diagnostic application the indication

-3:2012(E)

etion of the

of the

reception of a request message. Servers #1, #2, and #3 start their P2server timers using the default reload value

P2server = PzServer_max-

Server #1 DoCAN T_Data.req: diagnostic application has prepared the response message and issues a
to network layer within P2gerver. Server #1 stops the P2server timer.

T_Data.req

Server #1 DoCAN T_Data.con: network layer issues to diagnostic application the confirmation of the completion of

the response message.
Gateway DoCAN T_Data.ind: network layer issues to gateway application the indication of the reception
response message.

of the

ateway DolP_Data.req: gateway application forwards the response by issuing a T_data.req to the Do|H
ayer.

ateway DolP T_Data.con: network layer issues to gateway application the confirmation of the campleti
esponse message.

lient T_Data.ind: network layer issues to diagnostic application the indication of the receptien of the res
essage. Client reloads the Pgiient timer with Pgjient = P6client_max-

erver #3 DoCAN T_Data.req: diagnostic application has prepared the response messade and issues a
o network layer within P2gerver. Server #3 stops the P2server timer.

network

n of the
ponse

T_Data.req

erver #3 DoCAN T_Data.con: network layer issues to diagnostic application the.confirmation of the completion of

he response message.

ateway DoCAN T_Data.ind: network layer issues to gateway application the indication of the reception
esponse message.

ateway DolP_Data.req: gateway application forwards the responsg by issuing a T_data.req to the DolH
ayer.

ateway DolP T_Data.con: network layer issues to gateway application the confirmation of the completi
esponse message.

lient T_Data.ind: network layer issues to diagnostic applieation the indication of the reception of the res
essage. Client reloads the Pcjient timer with Pgjient = R6¢lient_max-

erver #2 DoCAN T_Data.req: diagnostic application has prepared the response message and issues a
o network layer within P2server. Server #2 stops the\P2server timer.

of the
network
n of the
ponse

T _Data.req

erver #2 DoCAN T_Data.con: network layer.issues to diagnostic application the confirmation of the completion of

he response message.

ateway DoCAN T_Data.ind: network layer issues to gateway application the indication of the reception
esponse message.

ateway DolP_Data.req: gateway application forwards the response by issuing a T_data.req to the DolH
ayer.

ateway DolP T_Data.conynetwork layer issues to gateway application the confirmation of the completi
esponse message.

lient T_Data.ind: network layer issues to diagnostic application the indication of the reception of the res
essage. Client reloads‘the Pcjient timer with Pgjient = P6client_max- The Pciient timer expires when it reach
ax, indicating that\no’more responses are forthcoming.

lient T_Data‘req: diagnostic application issues a physically addressed request message to the DolP ne

lient T_Data.con: network layer issues to diagnostic application the confirmation of the completion of th
ddressed.request message. Client starts the Pcjient timer with Pcjient = P6ciient_max-
ateway'DolP T_Data.ind: network layer issues to gateway application the indication of the reception of

of the

network

n of the

ponse
es P6client_

work layer.
e physically

a2 request

a T_Data.

Gateway DoCAN T_Data.con: network layer issues to gateway application the confirmation of the completion of the

request message.

Servers #1 DoCAN T_Data.ind: network layer issues to diagnostic application the indication of the reception of a
request message. Server #1 starts its P2server timer using the default reload value P2server = P2server _max-

Figure 9 — ISO 13400 DolP timing diagram

Figure 10 illustrates a store-and-forward mechanism where it collects multiple frame responses in the DolP
gateway before it transmits a single response to the client.

© 1SO 2012 — All rights reserved

21


https://standardsiso.com/api/?name=7ed9255e19a2c520ee980a073b02a6df

ISO 27145-3:2012(E)
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Client T| Data.req: diagnostic application issues-a physically addressed request message to the network layer.
Gateway DolP T_Data.ind: network layer issues to application the indication of the reception of a request messag

Gateway DolP: application issues an.Acknowledge/No Acknowledge (Ack/Nack) frame to the DolP client.
Gateway DoCAN T_Data.req: application issues a physically addressed request message to the network layer.

Client T| Data.con: network layer.issues to diagnostic application the reception of an acknowledge/no acknowledge

from the|DolP Gateway. Clientstarts the Pciient timer with Pcijient = P6client_max-

Server #1 DoCAN T_Data:ind: network layer issues to diagnostic application the indication of the reception of a
request message. Server#1 starts the P2server timer using the value of P2server = P2server max-

Gateway DoCAN T_Data.con: network layer issues to application the confirmation of the completion of the reque
messagg.

Server #1 DoCAN T_Data.req: diagnostic application has prepared the response message and issues a T_Data.
to network layer within P2Sen,er Server #1 stops the P2Sen,er timer.

he

€q

StartOfMessage, WhICh is |n|t|ated by the receptlon of a FirstFrame indication on CAN (see ISO 15765-2).

Server #1 DoCAN T_Data.con: network layer issues to diagnostic application the completion of the response
message.

Gateway DoCAN T_Data.ind: network layer issues to application the indication of the completion of the response
message.

Gateway DolP T_Data.req: application has prepared the response message and issues a T_Data.req to network
layer.

Gateway DolP T_Data.con: network layer issues to application the completion of the response message.
Client T_Data.ind: network layer issues to diagnostic application the indication of the completion of the response
message and stops the Pcjient timer.

Figure 10 — ISO 13400 DolP physically addressed short request with long response message
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NOTE As TCP is a stream-oriented protocol, it is also possible that more than one DolP response message is sent
via a single TCP segment. Also, TCP uses acknowledging and automatic retries which depend on the overall network
performance and reliability. Thus it is not possible to map individual responses into individual IP packets. Therefore,
the message sequence charts (see Figure 9 and Figure 10) only provide a logical view of multiple messages on the
Ethernet/IP/TCP side, which might differ from the actual IP packet transmission.

7.3.4 1SO 15765-4 DoCAN message timing definition

The message timing definition for the defaultSession shall be in accordance with Table 15. The values of the
DoCAN-defined parameters shall be valid only for ISO 27145 WWH-OBD communication and services.

Table 15 — Message timing definition for ISO 15765-4 DoCAN in defaultSession

Timing . Minimum | Maximum
Definition
pafameter [ms] [ms]

The AP2 parameter is defined as the worst-case vehicle-network-design-
dependent message transmission delay, such as delays introduced by
APR @ gateways and bus-load arbitration delays. The value of AP2 is divided bétween >0 50
the time to transmit the request to the addressed server/ECU and thetime to
transmit the response to the client/tester.

The P2server parameter is a performance requirement for the sgrver/ECU to

P2%erver start with the response message after reception of a request méessage. 0 50
The P2cjient parameter timeout is in order for the client to wait after the
P2&iont successful transmission of a request for the start of incoming response 100 b
Liien -

messages.
P2client_min = P2server max + AP2

The P2*server parameter is a performance requirement for the server to start
P21server with the response message after the transmission of a negative response oc 5000
message with the negative response code)0x78 (enhanced response timing).

The P2*cjient parameter is the enhapced timeout in order for the client to wait
after reception of a negative response message with the negative response

P2]ciient code (NRC) 0x78 for the start of incoming response messages. 5050 —¢
I:)Z*CIient_min = P2*Server_max KAP2max
The P3ciient_Phys Parameter is the minimum time for the client to wait after
P3: successful transmission of a physically addressed request message with no
plient_ response required before the next physically addressed request message can 100 —¢
Phyp be transmitted.
l:’ZServer_max & AP2min
The P3glignt Func parameter is the minimum time for the client to wait after
successful transmission of a functionally addressed request message before
P3giient thedext functionally addressed request message can be transmitted, in the
- . : . 100 —¢€
Funk case that no response is required or that the requested data is only supported

by a subset of the functionally addressed servers.
P2server max + AP2min

2 | AP2\s'used for a worst-case consideration of in-vehicle delays. In DoCAN a fixed value is used for AP2:
AP2 =AP2Request + AP2Response < 50 ms
Clearly, AP2 can be reduced o a value of 0 ms, I.e. a gateway will not delay responses to achieve a AP2 of 50 ms!

b The maximum value a client uses for P2¢jient to wait for the start of a response message is left to the discretion of the client as
long as it is greater than the specified minimum value of P2¢jient. However, the vehicle has to start the response within the minimum
value of P2¢jient.

¢ During the enhanced response timing, the minimum time between the transmission of consecutive negative response
messages, each with negative response code 0x78, shall be 0,3 x P2*server_max in order to avoid flooding the data link with
unnecessary negative response messages with response code 0x78.

d  The value a client uses for P2*gjient to wait for the start of a response message is left to the discretion of the client as long as it
is greater than the specified minimum value of P2*gjient. However the vehicle has to respond within the minimum value of P2¢jient.

€  The maximum time a client waits until it transmits the next request message is at the discretion of the client.
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IMPORTANT — For WWH-OBD the timing definitions in this part of ISO 27145 take precedence over

other related documents.

Figure 11 illustrates a client functional request message with a multiple frame response from server #1 and
single frame responses from servers #2 and #3.
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Client T_Data.req: diagnostic application issues a functionally addressed request message to the network layer.
2 All servers T_Data.ind: network layer issues to diagnostic application the indication of the reception of a request

message. All servers start the P2gerver timer using the value of P2server = P2server_ max-

Client T_Data.con: network layer issues to diagnostic application the confirmation of the completion of the request

message. Client starts its Pcjient timer using the default reload value Pcijient = P2client_max.

Server #1 T_Data.req: diagnostic application has prepared the response message and issues a T_Data.req to

network layer within P2segrver-

Client T_DataSOM.ind: network layer issues to diagnostic application the indication of the reception of a
StartOfMessage which is initiated by the reception of a FirstFrame (FF) indication on CAN (see ISO 1576
reloads Pgiient With P2¢jient max value.

5-2). Client

Server #2 T_Data.req: diagnostic application has prepared the response message and issues a T_Data.
hetwork layer within P2server. The response message is a SingleFrame (SF) message.

Server #2 T_Data.con: network layer issues to diagnostic application the completion of the respénse me
Client T_Data.ind: network layer issues to diagnostic application the completion of the response messag
Feloads Pciient With P2¢jient_max value.

Server #3 T_Data.req: diagnostic application has prepared the response message and issues a T_Data.
hetwork layer within P2server. The response message is a SingleFrame (SF) message.

Server #3 T_Data.con: network layer issues to diagnostic application the completion of the response me
Client T_Data.ind: network layer issues to diagnostic application the completion-of the response messag
Fe|OadS stewer W|th PZServer_maX Value

Server #1 T_Data.con: network layer issues to diagnostic application the coempletion of the response me
Client T_Data.ind: network layer issues to diagnostic application the.completion of the response messag

Client T_Data.req: diagnostic application issues physically addressed request message to network layer,

Server #1 T_Data.ind: network layer issues to diagnostic application the indication of the reception of a r
message. Server #1 starts the P2server timer using the value 0f'\P2server = P2server max-

Client T_Data.con: network layer issues to diagnostic applic¢ation the confirmation of the completion of th)
message. Client starts its Pciient timer using the default reload value P2¢jient_max-

Server #1 T_Data.req: diagnostic application has prepared the response message and issues a T_Data.
hetwork layer within P2seryer-

Client T_DataSOM.ind: network layer issues‘to-diagnostic application the indication of the reception of a
StartOfMessage, which is initiated by the reeeption of a FirstFrame (FF) indication on DoCAN (see ISO 1
Client stops Pciient because FirstFrame.(EF) of response message is received from server #1.

Server #1 T_Data.con: network layer issues to diagnostic application the completion of the response me
Client T_Data.ind: network layer issues to diagnostic application the completion of the response messag

Figure 11 — ISO 15765-4 DoCAN timing diagram

Presentationdayer requirements

presentation layer shall be in accordance with ISO 27145-2.

Session layer requirements

eq to the

Esage.
B. Client

eq to

Esage.
B. Client

Esage.
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bquest

e request

eq to

5765-2).

Esage.

=Y

session layer shall be in accordance with ISO 14229-2.

© 1SO 2012 — All rights reserved

25


https://standardsiso.com/api/?name=7ed9255e19a2c520ee980a073b02a6df

ISO 27145-3:2012(E)
Annex A
(informative)

WWH-OBD-related unified diagnostic service examples

A.1 ReadDataByldentifier message flow examples

A.1.1 Repad protocol identification InfoType identifier

The external test equipment uses functional addressing to request the SAE J1979-DA-defined 1'lHID (0xFB810)
protocol idgntification.

This example shows the functionally addressed request message and the résponse of mulfiple
WWH-0BO-compliant servers/ECUs providing the SAE J1979-DA-defined InfoType “protocol identification”:

— DID = (0xF810 contains the protocol identification.

Table A1 dgfines the functionally addressed ReadDataByldentifier requestanessage to the vehicle.

Table r\.1 — ReadDataByldentifier functionally addressed request message flow example #1

Message dirlection: client — vehicle
Message type: functionally addressed request message
A_Data byfte Description Byte value Mnemoni¢
#1 ReadDataByldentifier request SID 0x22 RDBI
#2 Dataldentifier #1 (HB) = ITID = Protocol Identification 0xF8 DID_HB
#3 Dataldentifier #1 (LB) = ITID = Protocal Jdentification 0x10 DID_LB

Each servef that supports the Dataldentifier #1 sends a positive response message to the client.

Table A.2 (§erver #1) and Table A.3 (server #n) define the ReadDataByldentifier positive response messafe.

Table [A.2 — ReadDataByldentifier positive response message flow example #1 — Server #1

Message dirfjection: server #1 — client
Message ty*e: response message
A_Data the Description Byte value Mnemoni¢
#1 ReadDataByldentifier response SID 0x62 RDBIPR
#2 Dataldentifier #1 (HB) = ITID = PROTID 0xF8 DID_HB
#3 Dataldentifier #1 (LB) = ITID = PROTID 0x10 DID_LB
#4 ITID dataRecord[1].ITP_DB1; protocol identification =(0x01 = ISO 27145) 0x01 ITP_DB1
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Table A.3 — ReadDataByldentifier positive response message flow example #1 — Server #n

Message direction: server #n — client
Message type: response message
A_Data byte Description Byte value Mnemonic
#1 ReadDataByldentifier response SID 0x62 RDBIPR
#2 Dataldentifier #1 (HB) = ITID = PROTID 0xF8 DID_HB
#3 Dataldentifier #1 (LB) = ITID = PROTID 0x10 DID_LB
#4 ITID dataRecord[1].ITP_DB1; protocol identification =(0x01 = ISO 27145) 0x01 ITP_DB1

A.1[2 Read supported SAE J1979-DA ITIDs

Thel external test equipment requests from each server/ECU all supported SAE, J1979-DA |ITIDs. See
1ISO|27145-2:2012, Annex A for the definitions of supported PIDs/MIDs and ITIDs.

Table A.4 defines the ReadDataByldentifier physically addressed request message flow example #2.

Table A.4 — ReadDataByldentifier physically addressed requestmessage flow example #2

Mesgsage direction: client — server #1
Mesgsage type: physically addressed request message
Al Data byte Description Byte value Ninemonic
#1 ReadDataByldentifier response SID 0x22 RDBI
#2 Dataldentifier #1 (HB) = ITID 0xF8 DID_HB
#3 Dataldentifier #1 (LB) = ITID 0x00 DID_LB

Table A.5 defines the ReadDataByldentifier response message flow example #2 — Server #1.

Table A.5 — ReadDataByldentifier response message flow example #2 — Server #1

Message direction: server #1% client
Meg$sage type: responsé message
Al Data byte Description Byte value Ninemonic

#1 ReadDataByl{dentifier response SID 0x62 RDBI
#2 Dataldentifier #1 (HB) = MID 0xF8 DID_HB
#3 Dataldentifier #1 (LB) = MID 0x00 DID_LB
#4 I'ID dataRecord[1].ITP_DB#1; ITIDs supported data byte #A 0x40 ITP_DB1
#5 ITID dataRecord[2].ITP_DB#2; ITIDs supported data byte #B 0x01 TP_DB2
#6 ITID dataRecord[3].ITP_DB#3; ITIDs supported data byte #C 0x80 TP_DB3
#7 ITID dataRecord[4].ITP_DB#4; ITIDs supported data byte #D 0x00 TP_DB4

Server #1 (ECM) supports the following ITID:

— DID = 0xF802 contains the VIN;

— DID = 0xF810 contains the protocol identification;

— DID = 0xF811 contains the WWH-OBD GTR number.

As a result of the supported SAE J1979-DA ITID request, the external test equipment creates an internal list of
supported DIDs for server #1.
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The same request and response sequence applies to all servers which previously sent a positive response to the
functionally addressed request message with the SAE J1979-DA-defined ITID (0xF810) protocol identification

(ISO 27145

A.1.3 Read single SAE J1979-DA InfoType identifier

This example demonstrates the request and response message sequence to retrieve the VIN.

supported).

Table A.6 defines the functionally addressed ReadDataByldentifier request message flow example #3.

Table A ally add —
Vehicle
Message dir|ection: client — vehicle
Message ty*e: functionally addressed request message
A_Data the Description Byte value Mnemoni¢
#1 ReadDataByldentifier request SID 0x22 RDBI
#2 Dataldentifier #1 (HB) = ITID = VIN 0xF8 DID_HB
#3 Dataldentifier #1 (LB) = ITID = VIN 0x02 DID_LB
Table A.7| defines the ReadDataByldentifier positive response ,méssage from one WWH-QBD
GTR-compliant server.
Table|A.7 — ReadDataByldentifier positive response message flow example #3 — Server #1
Message diqection: server #1 — client
Message ty*e: response message
A_Data the Description Byte value Mnemoni¢
#1 ReadDataByldentifier response SID 0x62 RDBIPR
#2 Dataldentifier #1 (HB) = ITID = VIN O0xF8 DID_HB
#3 Dataldentifier #1 (LB) = ITID = VIN 0x02 DID_LB
#4 ITID dataRecord[1].ITP_DB1; VIN Digit 1 =“W” 0x57 ITP_DB1
#5 ITID dataRecord[2].ITP_DB2;VIN Digit 2 = “0” 0x30 ITP_DB2
#6 ITID dataRecord[3].ITP_BB3; VIN Digit 3 = “L” 0x4C ITP_DB3
#7 ITID dataRecord[4]..P_DB4; VIN Digit 4 = “0” 0x30 ITP_DB4
#8 ITID dataRecord[b].ITP_DBS5; VIN Digit 5 = “0” 0x30 ITP_DB5
#9 ITID dataRecerd[6].ITP_DBG6; VIN Digit 6 = “0” 0x30 ITP_DB6
#10 ITID dataRecord[7].ITP_DB7; VIN Digit 7 = “0” 0x30 ITP_DB7
#11 ITID:dataRecord[8].ITP_DBS8; VIN Digit 8 = “4” 0x34 ITP_DB8
#12 ITID dataRecord[9].ITP_DB9; VIN Digit 9 = “3” 0x33 ITP_DB9
#13 ITID dataRecord[10].ITP_DB10; VIN Digit 10 = “M” 0x4D ITP_DB1(
#14 ITID dataRecord[11].ITP_DB11; VIN Digit 11 =“B” 0x42 ITP_DB11
#15 ITID dataRecord[12].ITP_DB12; VIN Digit 12 = “5” 0x35 ITP_DB12
#16 ITID dataRecord[13].ITP_DB13; VIN Digit 13 = “4” 0x34 ITP_DB13
#17 ITID dataRecord[14].ITP_DB14; VIN Digit 14 = “1” 0x31 ITP_DB14
#18 ITID dataRecord[15].ITP_DB15; VIN Digit 15 = “3” 0x33 ITP_DB15
#19 ITID dataRecord[16].ITP_DB16; VIN Digit 16 = “2” 0x32 ITP_DB16
#20 ITID dataRecord[17].ITP_DB17; VIN Digit 17 = “6” 0x36 ITP_DB17
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The external test equipment requests from each server/ECU all supported SAE J1979-DA PIDs. See

ISO 27145-2:2012, Annex A for the definition of supported PIDs/MIDs and ITIDs.

Table A.8 — ReadDataByldentifier physically addressed request message flow example #4 —

Server #1
Message direction: client — server #1
Message type: physically addressed request message
Al Data byte Description Byte value l\llnemonic
#1 ReadDataByldentifier response SID 0x22 RDBI
#2 Dataldentifier #1 (HB) = PID OxF4 DID_HB
#3 Dataldentifier #1 (LB) = PID 0x00 DID_LB

Table A.9 — ReadDataByldentifier response message flow example #4 — Server #1

Mes$sage direction: server #1 — client
Me$sage type: response message
Al Data byte Description Byte value Ninemonic

#1 ReadDataByldentifier request SID 0x62 RDBI
#2 Dataldentifier #1 (HB) = PID 0xF4 DID_HB
#3 Dataldentifier #1 (LB) = PID 0x00 DID_LB
#4 PID dataRecord[1].DP_DB#1; PIDs supported data byte #A 0x10 DP_DB1
#5 PID dataRecord[2].DP_DB#2; PIDs suppbofrted data byte #B 0x10 DP_DB2
#6 PID dataRecord[3].DP_DB#3; PIDs supported data byte #C 0x00 DP_DB3
#7 PID dataRecord[4].DP_DB#4; RIDs'supported data byte #D 0x00 DP_DB4

Seryer #1 (ECM) supports the follawing DIDs:
— | DID = 0xF404 contains Calculated Load Value;
— |DID = 0xF40C contains)Engine RPM.

As @ result of the supported SAE J1979-DA PID request, the external test equipment creates an in

supported DIDs for'server #1.

Table Ax10/— ReadDataByldentifier physically addressed request message flow examp|e #4 —

ternal list of

Server #2
Mes$sage direction: client — server #2
Message type: physically addressed request message
A_Data byte Description Byte value Mnemonic
#1 ReadDataByldentifier response SID 0x22 RDBI
#2 Dataldentifier #1 (HB) = PID 0xF4 DID_HB
#3 Dataldentifier #1 (LB) = PID 0x00 DID_LB
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Table A.11 — ReadDataByldentifier response message flow example #4 — Server #2

Message direction:

server #2 — client

Message type: response message
A_Data byte Description Byte value Mnemonic

#1 ReadDataByldentifier request SID 0x62 RDBI

#2 Dataldentifier #1 (HB) = PID OxF4 DID_HB
#3 Dataldentifier #1 (LB) = PID 0x00 DID_LB
#4 PID dataRecord[1].DP_DB#1; PIDs supported data byte #A 0x00 DP_DB1
#5 PID dataRecord[2}.DP_DBR#2; PIDs supported data byte #B 0x08 DR_DB2
#6 PID dataRecord[3].DP_DB#3; PIDs supported data byte #C 0x00 DP_DB3
#7 PID dataRecord[4].DP_DB#4; PIDs supported data byte #D 0x00 BR_DB4

Server #2 ([TCM) supports the following DID:

As a result
supported [

DID = 0xF40D contains Vehicle Speed Sensor.

bf the supported SAE J1979-DA PID request, the external test equipmerit creates an internal li
DIDs for server #2.

5t of

The same r¢quest and response sequence applies to all servers which previously sent a positive response tq the
functionally|laddressed request message with the SAE J1979-DA-definéd ITID (0xF810) protocol identificdtion
(ISO 27145|supported).

A1.5 Rpad multiple SAE J1979-DA-defined PIDs

The external test equipment requests from each server/ECU-all supported SAE J1979-DA PIDs (0xF400). [See
ISO 27145-p:2012, Annex A for the definition of supported*PIDs/MIDs and ITIDs.

Table A.12 defines the physically addressed ReadDataByldentifier request to server #1 message flow exampleg #5.

Table A

.12 — ReadDataByldentifier physically addressed request message flow example #5 —
Server #1

Message dirlection:

client — seryer #1

Message ty*e: physically addressed request message
A_Data the Description Byte value Mnemoni¢

#1 ReadDataByldentifier request SID 0x22 RDBI

#2 Dataldentifier #1 (HB) = PID = Calculated Load Value 0xF4 DID_HB
#3 Dataldentifier #1 (LB) = PID = Calculated Load Value 0x04 DID_LB
#4 Dataldentifier #2 (HB) = PID = Engine RPM OxF4 DID_HB
#5 Dataldentifier #2 (LB) = PID = Engine RPM 0x0C DID_LB
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Table A.13 defines the ReadDataByldentifier positive response from sever #1 message flow example #5.

Table A.13 — ReadDataByldentifier positive response message flow example #5 — From server #1

Message direction:

server #1 — client

Message type: response message
A_Data byte Description Byte value Mnemonic
#1 ReadDataByldentifier response SID 0x62 RDBIPR
#2 Dataldentifier #1 (HB) = PID = Calculated Load Value OxF4 DID_HB
#3 Datatdentifrer#1tB)="PtD—"CatcutatedtoadVatue ox0% DID_LB
#4 PID dataRecord[1].DP_DB#1; Calculated Load Value = 13,7 % 0x23 DP_DB1
#5 Dataldentifier #2 (HB) = PID = Engine RPM 0xF4 DID_HB
#6 Dataldentifier #2 (LB) = PID = Engine RPM 0x0C DID_LB
#7 PID dataRecord[1].DP_DB#1; Engine RPM = 1500 min-" 0x17 DP_DB1
#8 PID dataRecord[2].DP_DB#2; Engine RPM = 1500 min-" 0x70 DP_DB2

Table A.14 defines the ReadDataByldentifier physically addressed request to-server #2 message flow gxample #6.

Server #2

Table A.14 — ReadDataByldentifier physically addressed request message flow examp|e #6 —

Mesgsage direction:

client — server #2

Mesgsage type:

physically addressed request messagé

Al Data byte Description Byte value Ninemonic
#1 ReadDataByldentifier request SID 0x22 RDBI
#2 Dataldentifier #3 (HB) = PID = Vehicle Speed Sensor OxF4 DID_HB
#3 Dataldentifier #3 (LB) = PID = Vehicle Speed Sensor 0x0D DID_LB

Table A.15 defines the ReadDataByldentifier positive response from server #2 message flow example #6.

Table A.15 — ReadDataByldentifier positive response message flow example #6 — Senfver #2

Mesgsage direction: server#2 — client
Me$sage type: response message
Al Data byte Description Byte value Ninemonic
#1 ReadDataByldentifier response SID 0x62 RDBIPR
#2 Dataldentifier #3 (HB) = PID = Vehicle Speed Sensor OxF4 DID_HB
#3 Dataldentifier #3 (LB) = PID = Vehicle Speed Sensor 0x0D DID_LB
#4 PID_DataRecord[1].DP_DB#1; Vehicle Speed Sensor = 0 km/h 0x00 DP_DB1
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A.1.6 Read single SAE J1979-DA monitor identifier

A.1.6.1 Step #1: Request supported SAE J1979-DA monitor identifiers

The external test equipment requests from each server/ECU all supported SAE J1979-DA MIDs (0xF600). See

ISO 27145-2:2012, Annex A for the definition of supported PIDs/MIDs and ITIDs.

Table A.16 — ReadDataByldentifier physically addressed request message flow example #7 —

Server #1

Message diriection: client — server #1

Message ty*e: physically addressed request message
A_Data the Description Byte value Mnéemoni¢
#1 ReadDataByldentifier request SID 0x22 RDBI
#2 Dataldentifier #1 (HB) = MID 0xF6 DID_HB
#3 Dataldentifier #1 (LB) = MID 0x00 DID_LB

Tﬂble A.17 — ReadDataByldentifier response message flow example #7 — Server #1

Message diriection: server #1 — client

Message ty*e: response message
A_Data the Description Byte value Mnemoni¢

#1 ReadDataByldentifier request SID 0x62 RDBI

#2 Dataldentifier #1 (HB) = MID 0xF6 DID_HB
#3 Dataldentifier #1 (LB) = MID 0x00 DID_LB
#4 MID dataRecord[1].MP_DB#1; MIDs supported data byte #A 0xCC MP_DB1
#5 MID dataRecord[2].MP_DB#2; MIDs supported data byte #B 0x00 MP_DB2
#6 MID dataRecord[3]. MP_DB#3; MIDs supported data byte #C 0x00 MP_DB3
#7 MID dataRecord[4].MP_DB#4; MIDs-supported data byte #D 0x01 MP_DB4

MID OxFGZﬂ: is supported because data byte #D.0 = “1”. In order to identify additional supported MIDs, ang

request witlhh MID 0xF620 needs t6 he sent to server #1.

Table A.18 — ReadDataByldentifier physically addressed request message flow example #7 —

Server #1

ther

Message dir|ection: client — server #1

Message ty*e: physically addressed request message
A_Data b)‘te Description Byte value Mnemoni¢
#1 L ReadDataBytdentifrer requestStD Ox22 RDBt
#2 Dataldentifier #1 (HB) = MID 0xF6 DID_HB
#3 Dataldentifier #1 (LB) = MID 0x20 DID_LB
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Table A.19 — ReadDataByldentifier response message flow example #7 — Server #1

Message direction: server #1 — client
Message type: response message
A_Data byte Description Byte value Mnemonic
#1 ReadDataByldentifier request SID 0x62 RDBI
#2 Dataldentifier #1 (HB) = MID 0xF6 DID_HB
#3 Dataldentifier #1 (LB) = MID 0x20 DID_LB
#4 MID dataRecord[1].MP_DB#1; MIDs supported data byte #A 0xCO MP_DB1
H#H5 MID annDnr‘nrH[')] MD_nRﬂ'); MIDg ellppr\rh:\d data hyin #B Qx00 '/!P_DBZ
#6 MID dataRecord[3].MP_DB#3; MIDs supported data byte #C 0x00 MP_DB3
#7 MID dataRecord[4].MP_DB#4; MIDs supported data byte #D 0x00 MP_DB4
MIO 0xF640 is not supported because data byte #D.0 = “0”. This indicates that no additiornial MIDs arg supported.
As a result of the supported SAE J1979-DA MID request, the external test equipment creates an internal list of
supported MIDs for each server/ECU.
Seryer #1 (ECM) supports the following OBD monitor identifiers:
— [OxF601: Oxygen Sensor Monitor Bank 1 — Sensor 1;
— |0xF602: Oxygen Sensor Monitor Bank 1 — Sensor 2;
— |0xF605: Oxygen Sensor Monitor Bank 2 — Sensor 1;
— |0xF606: Oxygen Sensor Monitor Bank 2 — Sensor 2;
— |0xF621: Catalyst Monitor Bank 1;
— |0xF622: Catalyst Monitor Bank 2.
Seryer #2 (TCM) does not support any @BD monitor identifiers.
Thelsame request and response sequence applies to all servers which previously sent a positive response to the
fungtionally addressed request'message with the SAE J1979-DA-defined ITID (0xF810) protocol iglentification
(ISQ 27145 supported).
A.1]6.2 Step #2: Request current powertrain diagnostic data

Prio
con
PID

A1

r to requesting"©BD monitor test results, the external test equipment shall evaluate whether th
plete. The-status of the monitor is included in the response message of the service ReadData
0xF404-data bytes.

6.3) Step #3: Request on-board monitoring test results for specific monitored systems

e monitor is
Byldentifier,

The external test equipment sends a physically addressed ReadDataByldentifier request message to read
on-board monitoring test results for specific monitored systems with one OBD monitor identifier in the request
message to server/ECU #1.

This example demonstrates the request and response of a single OBD monitor data identifier where
MID = 0xF601 contains the Oxygen Sensor Monitor Bank 1 — Sensor 1 with three different OBD test IDs: 0x01,
0x05 and 0x85.

Table A.20 defines the physically addressed ReadDataByldentifier request to server #1 message flow example #8.

© 1SO 2012 — All rights reserved

33


https://standardsiso.com/api/?name=7ed9255e19a2c520ee980a073b02a6df

ISO 27145-3:2012(E)

Table A.20 — ReadDataByldentifier physically addressed requestmessage flow example #8 —

Server #1
Message direction: client — server#1
Message type: physically addressed request message
A_Data byte Description Byte value Mnemonic
#1 ReadDataByldentifier request SID 0x22 RDBI
#2 Dataldentifier#1 (HB) = MID = Oxygen Sensor Monitor B1 — S1 0xF6 DID_HB
#3 Dataldentifier#1 (LB) = MID = Oxygen Sensor Monitor B1 — S1 0x01 DID_LB
Table A.21 defines the ReadDataByldentifier positive response from server #1 message flow example#8
Table A.21 — ReadDataByldentifier positive response message flow example #8 — Server #1
Message dirfjection: server #1 — client
Message ty*e: response message
A_Data the Description Byte value Mnemoni¢
#1 ReadDataByldentifier response SID 0x62 RDBIPR
#2 Dataldentifier#1 (HB) = MID = Oxygen Sensor Monitor B1 — S1 0xF6 DID_HB
#3 Dataldentifier#1 (LB) = MID = Oxygen Sensor Monitor B1 — S1 0x01 DID_LB
#4 xgagtzﬁ)Record[ﬂ.MP_SMTID; Test ID: Rich to lean sensor thresheld voltage 0x01 MP_SMTID
#5 MID dataRecord[2].MP_UASID; Unit and Scaling ID: Voltage 0x0A MP_UASID
#6 MID dataRecord[3].MP_TVHI; Test Value 0,365 V 0x0B MP_TVHI
#7 MID dataRecord[4].MP_TVLO; Test Value 0,365 V 0xBO MP_TVLQ
#8 MID dataRecord[5].MP_MINTLHI; Min. Test Limit 0,365 V 0x0B MP_MINTLHI
#9 MID dataRecord[6].MP_MINTLLO; Min. Test Limit 0,365 V 0xB0 MP_MINTHLO
#10 MID dataRecord[7].MP_MAXTLHI; Max,Test Limit 0,365 V 0x0B MP_MAXTLHI
#11 MID dataRecord[8]. MP_MAXTLLOyMax. Test Limit 0,365 V 0xBO MP_MAXTLLO
#12 [\gglljcglz:feiicord[ﬂ.MP_SMTID; Test ID: Rich to lean sensor switch time 0x05 MP_SMTID
#13 MID dataRecord[2].MP_UASID; Unit and Scaling ID: Time 0x10 MP_UASID
#14 MID dataRecord[3].MP, TVHI; Test Value (HB) 0,072 s 0x00 MP_TVHI
#15 MID dataRecord[4}MP_TVLO; Test Value (LB) 0,072 s 0x48 MP_TVLQ
#16 MID dataRegcord[5].MP_MINTLHI; Min. Test Limit 0,000 s 0x00 MP_MINTLHI
#17 MID dataRecord[6].MP_MINTLLO; Min. Test Limit 0,000 s 0x00 MP_MINTHLO
#18 MID datdRecord[7].MP_MAXTLHI; Max. Test Limit 0,100 s 0x00 MP_MAXTUHI
#19 Mib-dataRecord[8]. MP_MAXTLLO; Max. Test Limit 0,100 s 0x64 MP_MAXTLLO
w20 | LMD setemecerd 1 SNTD: e 0 e peme s TeaDloe [ g5 | ue_owi
#21 MID dataRecord[2].MP_UASID; Unit and Scaling ID: Counts 0x24 MP_UASID
#22 MID dataRecord[3].MP_TVHI; Test Value 150 counts 0x00 MP_TVHI
#23 MID dataRecord[4].MP_TVLO: Test Value 150 counts 0x96 MP_TVLO
#24 MID dataRecord[5].MP_MINTLHI: Min. Test Limit 75 counts 0x00 MP_MINTLHI
#25 MID dataRecord[6].MP_MINTLLO: Min. Test Limit 75 counts 0x4B MP_MINTLLO
#26 MID dataRecord[7].MP_MAXTLHI: Max. Test Limit 65 535 counts OxFF MP_MAXTLHI
#27 MID dataRecord[8].MP_MAXTLLO: Max. Test Limit 65 535 counts OxFF MP_MAXTLLO
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A.1.6.4 Step #4: Request on-board monitoring test results for specific monitored systems

In this example the requested monitor has not been completed once. This example demonstrates the request
and response of a single OBD monitor data identifier where:

— MID = 0xF621 reports one Test ID: 0x87;
— MID = 0xF621 contains the Catalyst Monitor Bank 1 test results for Test ID 0x87.

Table A.22 defines the physically addressed ReadDataByldentifier request message to server #1 message
flow example #9.

Table A.22 — ReadDataByldentifier physically addressed request message flow example #9 —

Server #1
Mesgsage direction: client — server #1
Mesgsage type: physically addressed request message
Al Data byte Description Byte value Ninemonic
#1 ReadDataByldentifier request SID 0x22 RDBI
#2 Dataldentifier#1 (HB) = MID = Catalyst Monitor Bank 1 0xF6 DID_HB
#3 Dataldentifier#1 (LB) = MID = Catalyst Monitor Bank 1 0x21 DID_LB

Table A.23 defines the ReadDataByldentifier positive response message from server #1 message flow pxample #9.

Table A.23 — ReadDataByldentifier positive response message flow example #9 — Server #1

Mesgsage direction: server #1 — client
Mesgsage Type: response message
Al Data byte Description Byte value Ninemonic
#1 ReadDataByldentifier response.S1D 0x62 RDBIPR
#2 Dataldentifier#1 (HB) = M|D*<\Catalyst Monitor Bank 1 O0xF6 DID_HB
#3 Dataldentifier#1 (LB) = MID= Catalyst Monitor Bank 1 0x21 DID_LB
#4 MID dataRecord[1]. MR *SMTID; Test ID: the name of this Test ID shall be 0x87 MP_SMTID
documented in the vehicle Service Information!

#5 MID dataRecord{2]. MP_UASID; Unit and Scaling ID: Percent 0x2E MP_UASID
#6 MID datdRecord[3].MP_TVHI; Test Value 0,00 % 0x00 MP_TVHI
#7 MID dataRecord[4].MP_TVLO: Test Value 0,00 % 0x00 IP_TVLO
#8 MiD.dataRecord[5].MP_MINTLHI: Min. Test Limit 0,00 % 0x00 MP_MINTLHI
#9 MID dataRecord[6].MP_MINTLLO: Min. Test Limit 0,00 % 0x00 MBP_MINTLLO
#10 MID dataRecord[7].MP_MAXTLHI: Max. Test Limit 0,00 % 0x00 MR_MAXTLHI
#41 MID dataRecord[8].MP_MAXTLLO: Max. Test Limit 0,00 % 0x00 MH_MAXTLLO

A.2 RoutineControl message flow examples

A.21 General assumption

For all examples, the client requests a response message by setting the suppressPosRspMsglndicationBit
(bit 7 of the sub-function parameter) to “FALSE” (“0”).
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